


relaxed to ensure there is not access to visual depictions that are obscene or child 

pornography. 

 

III. Monitoring of Online Activities 

 The district’s computer network coordinator shall be responsible for monitoring to ensure 

that the online activities of staff and students are consistent with the district’s Internet 

Safety Policy and this regulation. He or she may inspect, copy, review, and store at 

anytime, and without prior notice, any and all usage of the district’s computer network 

for accessing the Internet and World Wide Web and direct electronic communications, as 

well as any and all information transmitted or received during such use. All users of the 

district’s computer network shall have no expectation of privacy regarding any such 

materials. 

 Except as otherwise authorized under the district’s Internet/Network Use Policy – 4526R 

or Student Code of Conduct, students may use the district’s computer network to access 

the Internet and World Wide Web only during supervised class time, study periods or at 

the school library, and exclusively for research related to their course work. 

 Staff supervising students using district computers shall help to monitor student online 

activities to ensure students access the Internet and World Wide Web, and/or participate 



 Students shall be directed to consult with their classroom teacher if they are unsure 

whether their contemplated activities when accessing the Internet or Worldwide Web are 

directly related to their course work. 

 Staff and students will be advised to not disclose, use and disseminate personal 

information about students when accessing the Internet or engaging in authorized forms 

of direct electronic communications. 

 Staff and students will also be informed of the range of possible consequences attendant 

to a violation of the Internet Safety Policy and this regulation. 

 

V. Reporting of Violations 

 Violations of the Internet Safety Policy and this regulation by students and staff shall be 

reported to the Building Principal. 

 The Principal shall take appropriate corrective action in accordance with authorized 

disciplinary procedures and inform the Director of Technology 

 Penalties may include, but are not limited to, the revocation of computer access 

privileges, as well as school suspension in the case of students and disciplinary charges in 

the case of teachers. 

 

  


