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Step 1
DON’T PANIC!!!!



Inventory all software applications 
used within your district. This includes 
both paid and free products used by 
students and staff.

Step 2

INVENTORY





Step 4 Determine if all software 
applications meet the district’s data 
privacy and security standards.

STANDARDS





Step 6 Post the district Bill of Rights 
Supplemental Page, along with district 

http://www.nysed.gov/student-data-privacy/student-data-privacy-bill-rights-parents-bill-rights
https://boardpolicyonline.com/?b=nassau&s=195493




Step 8 REVIEW, ADAPT, ADOPT district data 
privacy and security procedures.
�xFor requesting software applications and �x



Step 9

Deliver cybersecurity training to 
ALL STAFF and STUDENTS.

TRAIN



Step 10 Take a deep breath and continue these 
practices throughout the year, 
every year.
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